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JINR Network infrastructure consists of three main parts: 
1) JINR Local Area Network (Backbone), 
2) MICC (Multifunctional Information and Computing 

Complex) Network,
3) external channels - JINR Telecommunication Channels.

The EOS distributed file system, 
the HybriLIT heterogeneous platform, 
the Govorun supercomputer, 
WEB services, 
Tier-2, Tier-1,
Cloud computing networks 
are connected to the ACI factory.
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Provide interaction between 160 disk servers, 25 blade servers, 100 infrastructure servers, and a tape robot. 
The first module contains 80 disk storage servers (with 160 10G-ports in bonding mode), 15 blade servers 
(30 of 10G-ports in bonding mode), 60 servers infrastructure (with 40 10G-ports and 40 1G-ports in bonding mode). 
The data center network segment provides 230 10G-ports and 40 1G-ports.

3



It can be implemented with the help of

additional fields in the transmitted 
frame “quality of service” (QoS)

Deep Packet Inspection (DPI)

One of the newest ways is the method of mirroring visualizing 
the network at the application level (OSI model level 7)

variable length subnet masks
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Construction of modern networks for intercepting 
and distributing traffic in order to increase the 
efficiency of monitoring systems, security systems 
and data control

Load testing is an effective tool for the 
implementation, operation and development 
of networks and services

Testing the effectiveness of information 
security systems under load

Functional testing and analysis of 
information security tools, testing the 
security and performance of these systems

Cybersecurity services
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Test criteria, test components
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Tests browser
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Thank you
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